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BFN421: RISK MANAGEMENT AND INSURANCE

1.0 INTRODUCTION

BFN421: Risk Management is a two credit course for students offering B.Sc.
Entrepreneurship and Business Management in the Faculty of Management Science.

The course will consist of fifteen (15) units, that is, three (3) modules of five (5) units for
each module. The material has been developed to suit undergraduate students in
Entrepreneurship and Business Management at the National Open University of Nigeria
(NOUN) by using an approach that treats fundamental areas of risk management.

A student who successfully completes the course will surely be in a better position to
manage risk exposures of organizations in both private and public organizations.

The course guide tells you briefly what the course is about, what course materials you will
be using and how you can work your way through these materials. It suggests some
general guidelines for the amount of time you are likely to spend on each unit of the
course in order to complete it successfully. It also gives you some guidance on your tutor-
marked assignments. Detailed information on tutor-marked assignment is found in the
separate assignment file which will be available in due course.

2.0 WHAT YOU WILL LEARN IN THIS COURSE

This course will introduce you to the fundamental aspects of risk management generally.
It also includes the Meaning and Nature of Risk, Types of Risk, People’s Attitude to Risk,
Costs Associated with Risk, Causes of Risk, Scope and Benefits of Risk Management,
Process & Methods of Risk Management, Agents of Risk Management, and Risk and
Quality Control.

3.0 COURSE AIMS

The course aims, among others, are to give you an understanding of the intricacies of risk
management and how to apply such knowledge in managing risk exposures in both
private and public enterprises.

The Course will help you to appreciate Nature of Risk, Types of Risk, People’s Attitude to
Risk, Costs Associated with Risk, Scope and Benefits of Risk Management, Process



& Methods of Risk Management, Agents of Risk Management, and Risk and Quality
Control.

The aims of the course will be achieved by:

Explaining the Concept and Nature of Risk;

Identifying and explaining Types of Risk;

Discussing the aspects of People’s Attitude to Risk;

Presenting the aspects of Costs Associated with Risk exposures;
Identifying and explaining causes of risk;

Highlighting and discussing Scope and Benefits of Risk Management;
Describing Process of Risk Management;

Discussing Methods of Risk Management;

Explaining Agents of Risk Management; and

Discussing Risk and Quality Control.

4.0 COURSE OBJECTIVES
By the end of this course, you should be able to:

Define the concept and Nature of Risk;

Discuss the fundamental aspects of Types of Risk;

Analyse the aspects of People’s Attitude to Risk;

Discuss the aspects of Costs Associated with Risk exposures;
Discuss Causes of Risk;

Analyse the Scope and Benefits of Risk Management;
Explain the Process of Risk Management;

Discuss the Methods of Risk Management;

Analyze the Agents of Risk Management; and

Discuss Risk and Quality Control.

5.0 WORKING THROUGH THIS COURSE

To complete this course, you are required to read all study units, attempt all the tutor-
marked assignments and study the principles and practice of risk management in this
material provided by the National Open University of Nigeria (NOUN). You will also need
to undertake practical exercises for which you need access to a personal computer
running Windows 95.



Each unit contains self-assessment exercises, and at certain points during the course,
you will be expected to submit assignments. At the end of the course is a final
examination. The course should take you about a total 17 weeks to complete. Below are
the components of the course, what you have to do, and how you should allocate your
time to each unit in order to complete the course successfully on time.

6.0 COURSE MATERIALS
Major components of the course are:

Course Guide
Study Units
Textbooks
Assignment file

7.0 STUDY UNITS

The study units in this course are as follows:
MODULE 1.

Unit 1: Meaning and Nature of Risk
Unit 2: Types of Risk

Unit 3: Risk and Business Stakeholders
Unit 4: People’s Attitudes to Risk

Unit 5: Costs Associated With Risk

MODEL 2:

Unit 6: Causes of Risk
Unit 7: Scope & Benefits of Risk Management
Unit 8: Process of Risk Management

Unit 9: Methods of Risk Management
Unit 10: Agents of Risk Management

MODULE 3:

Unit 11: Risk Detection
Unit 12: Risk Evaluation



Unit 13: Risk Control
Unit 14: Risk Financing
Unit 15: Risk and Quality Control

8.0 ASSIGNMENT FILE

In this course, you will find all the details of the work you must submit to your tutor for
marking. The marks you obtain for these assignments will count towards the final mark
you obtain for this course. Further information on assignments will be found in the
assignment file itself and later in the section on assessment in this course guide. There
are 14 tutor-marked assignments in this course; the student should attempt all the 14.

9.0 PRESENTATION SCHEDULE

The presentation schedule included in your course materials gives you the important
dates for this year for the completion of tutor-marked assignments (TMAs) and attending
tutorials. Remember, you are required to submit all your assignments by the due date.
You should guard against falling behind in your work.

10.0 ASSESSMENTS

There are two aspects to the assessment of the course: first are the tutor-marked
assignments; and second is a written examination.

In tackling the assignments, you are expected to apply information, knowledge and
techniques gathered during the course. The assignments must be submitted to your tutor
for formal assessment in accordance with the deadlines stated in the Presentation
Schedule and the Assignment File. The work you submit to your tutor will count for 30%
of your total course mark.

At the end of the course, you will need to sit for a final written examination of ‘three hours’
duration. This examination will also count for 70% of your total course mark.

11.0 TUTOR-MARKED ASSIGNMENT (TMAS)

There are fifteen tutor-marked assignments in this course and you are advised to attempt
all. Aside from the course material provided, you are advised to read and



research widely using other references (under further reading) which will give you a
broader viewpoint and may provide a deeper understanding of the subject. Ensure all
completed assignments are submitted on schedule before set deadlines. If for any
reasons, you cannot complete your work on time, contact your tutor before the
assignment is due to discuss the possibility of an extension. Unless in exceptional
circumstances, extensions may not be granted after the due date.

12.0 FINAL EXAMINATION AND GRADING

The final examination for this course will be of ‘three hours’ duration and have a value of
70% of the total course grade. All areas of the course will be assessed and the
examination will consist of questions, which reflect the type of self-testing, practice
exercises and tutor-marked problems you have previously encountered. All areas of the
course will be assessed.

Utilise the time between the conclusion of the last study unit and sitting for the
examination to revise the entire course. You may find it useful to review your self-
assessment tests, tutor-marked assignments and comments on them before the
examination.

13.0 COURSE MARKING SCHEME

The work you submit will count for 30% of your total course mark. At the end of the
course, you will be required to sit for a final examination, which will also count for 70% of
your total mark. The table below shows how the actual course marking is broken down.

Table 1: Course Marking Scheme
ASSESSMENT MARKS
Assignment 6 (TMAS) 4 assignments, best 3 will be used for
the Continuous Assessment
=10 x 3 =30%
Final Examination 70% of overall course marks
Total 100% of course marks




14.0 ASSIGNMENT FILE

Unit Title of work Weeks Assessment (end
activity of unit)
1 Meaning and Nature of Risk 1
2 Types of Risk 1
3 Risk and Business Stakeholders 1
4 People’s Attitude to Risk 1
5 Costs Associated with Risk 1
6 Causes of Risk 1
7 Scope & Benefits of Risk Management 1
8 Process of Risk Management 1
9 Methods of Risk Management 1
10 | Agents of Risk Management 1
11 [Risk Detection 1
12 [ Risk Evaluation 1
13 [ Risk Control 1
14 | Risk Financing 1
15 | Risk and Quality Control 1
Revision
Total 15

15.0 TUTORS AND TUTORIALS

There are 15 hours of tutorials provided in support of this course. You will be notified of
the dates, times and location of these tutorials, together with the names and phone
numbers of your tutor, as soon as you are allocated a tutorial group.

Your tutor will mark and comment on your assignments, keep a close watch on your
progress and on any difficulties you might encounter as they would provide assistance to
you during the course. You must submit your tutor-marked assignments to your tutor well
before the due date (at least two working days are required). They will be marked by your
tutor and returned to you as soon as possible. Do not hesitate to contact your tutor by

telephone, e-mail, or discussion group if you need help.

The following might be circumstances in which you would find help necessary, when:

you do not understand any part of the study units or the assigned readings.
you have difficulty with the self-tests or exercises.
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o you have a question or problem with an assignment with your tutor's comment on
an assignment or with the grading of an assignment.

You should try your possible best to attend the tutorials. This is the only chance to have
face-to-face contact with your tutor and to ask questions which are answered instantly.
You can raise any problem encountered in the course of your study. To gain the
maximum benefit from course tutorials, prepare a question list before attending them.
You will learn a lot from participations in discussions.

16.0 SUMMARY

BFN421: Risk Management intends to expose the undergraduate students to the nitty-
gritty of managing risk exposures in any enterprise undertaking, be it a private or public,
corporate or small business enterprises, government or non-governmental organisations.
Upon completing the course, you will be equipped with the necessary knowledge required
to produce a good research work.

We hope you enjoy your acquaintances with the National Open University of Nigeria
(NOUN). We wish you every success in the Future.
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UNIT 1: MEANING AND NATURE OF RISK

Contents
1.0 Introduction
2.0 Objectives
3.0 Main Content
3.1 Meaning of Risk
3.2 Nature of Risk
3.3 Uncertainty and Risk
4.0 Conclusion
5.0 Summary
6.0 Tutor-marked Assignment
7.0 References/Further Readings.

1.0 INTRODUCTION

Risk is inherent in all human activities be they business undertakings, engineering works,
farming, hunting, and operations in self employed endeavours, etc. Above all, risk is
associated with our lives. Therefore, there is the more reason why people, for instance,
insure against grave happenstance which may jeopardize their existence, incapacitation,
or infirmity. Accordingly, different people have different views regarding the perception of
risk. The fundamental consideration is the implication of risk for the corporate existence
of business undertakings because of their impact on the economy as a whole. Hence, the
discussion in this initial study unit is on conception of risk.

2.0 OBIJECTIVES
At the end of this unit, you should be able to:

e explain the meaning of risk
e discuss the nature of risk
o differentiate between uncertainty and risk

3.0 MAIN CONTENT

3.1 MEANING OF RISK

There are many definitions of the term risk which are examined herein so that you can
appreciate the nature of risk. An array of definitions is reviewed below towards
establishing a framework for the discussion of risk.
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According to Harrington (1999), the term risk has a variety of meaning in business and
everyday life. At its most general level, risk is used to describe any situation where there
is uncertainty about what outcome will occur. Life is obviously very risky, even the short-
term future is often highly uncertain. In probability and statistics, financial management,
and investment management, risk is often used in a more specific sense to indicate
possible variability in outcomes around some expected value.

In a similar vein, Kaye (2001) sees risk from the perspective of an event. Therefore, Kaye
opines that risk will be looked at from the viewpoint of whether an incident is likely to
occur. It is also necessary to consider how often such an incident could happen and how
damaging the incident would be if and when it occurred.

Williams, Jr. and Heins (1985), in their own view, posit that risk is the variation in the
outcomes that could occur over a specified period in a given situation. If only one
outcome is possible, the variation and hence the risk is zero. If many outcomes are
possible, the risk is not zero; therefore, the greater the variation in outcomes the greater
the risk element that will occur.

In the perception of Greene and Triechman (1984) describe risk as uncertainly as to loss
which poses a problem to individuals in nearly every walk of life. All human beings,
regardless of their individual status, must face risk and develop ways to handle it.

For instance, if in business, a loss is certain to occur, the businessman may then plan to
mitigate it in advance and treat as a definite cost to the business. Nevertheless, in the
event of uncertainty about the occurrence of a loss, risk would come into play since
uncertainty breeds calamity and consequential burden on the business and its fortunes.

Self Assessment Exercise 1
Explain the term risk.

3.2 NATURE OF RISK

Risk is regarded as naturally inherent in every human activity. And in business, risk is
inherently treachery and therefore, despised by investors because of its grave
consequences for the fortunes of any corporate entity. Paradoxically, risk is also
appreciated by some financial analysts, managers and investors because the presence of
risk in a business operation is indicative of the fact that the undertaking is profitable.

Hence, the higher the risk element in a particular venture, the higher will be the return.
It implies that managers and investors regard risky venture as a profitable venture. For
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instance, petroleum business in either upstream or downstream sector is extremely risky
but it is one business that is very profitable around the world. The risky nature of the
business, therefore, does not dissuade investors from staking the funds in it.

The following deductions underline the nature of risk:
e Risk varies in its possible occurrence and outcomes or consequences;
e The occurrence of risk and its outcomes depend on chance;
e Risk is characterized by uncertainty as to its occurrence and magnitude of loss;

e Risk refers to uncertainty because it is inherently linked to uncertainty or chance
of a loss;

e Risk has been described as the possibility that loss will be greater than is normal,
expected, or usual.

Hence the nature of risk has informed the rationale for its mitigation because of its
unpredictable occurrence in most cases and the magnitude of the loss that do
accompany it when it rears its ugly head.

You will appreciate the fact that the understanding of the nature of risk is essential
towards preparing human beings and business for instituting measures for mitigating it or
even precluding it from occurring.

Self Assessment Exercise 2
Outline the salient deductions that are inherent in the nature of risk.

3.3 UNCERTAINTY AND RISK

In business decisions the element of future is dicey in consideration. This is due to the
fact that some future circumstances cannot be predicted with precision regardless of the
fact that some devices are available for assessing future events.

Nevertheless, under condition of certainty, some events or their outcomes can be
determined to some extent. This is possible with the aid of statistical analysis; using
statistical deductions to forecast future events or outcomes of such events. For instance,
events such as rainfall, sunshine, flood, drought, famine, thunderstorm, typhoon and
tornado can be predicted.

On the other hand, under condition of uncertainty, it becomes difficult to predict the
future events and the outcomes of happenstance. By implication, decision makers have
difficulties in assigning some probabilities to the outcomes of some future events.

Difficulty in predicting future events under condition of uncertainty can arise out of
absence of information or lack of knowledge concerning the possible outcomes to
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expect from such events. Essentially, therefore, it becomes difficult for the decision
makers to obtain statistical information and or scientific devices with which to predict the
future events and their outcomes with any degree of confidence.

It implies that under condition of uncertainty, the decision makers cannot determine or
measure the future events or their outcomes because their probabilities are unknown or
not available. And since the possible outcomes of the future events are difficult to predict
by the decision makers, it will be very difficult to measure or forecast them with any
degree of accuracy.

The above scenario is a common phenomenon confronting managers in their day-to-day
managerial decisions. For example, a bank manager may not be able to predict the level
of acceptability of a new electronic product or service by the banking public due to the
fact that no similar product has been introduced to the public before.

Uncertainty when compared to the element of risk is a subjective occurrence. Therefore,
it implies that different decision makers are not likely to come up with similar opinions on
the outcomes of decisions taken under condition of uncertainty. Hence, it becomes very
difficult to build up unanimously acceptable techniques for dealings with uncertainty.

Nevertheless, the decision makers who are operating under condition of uncertainty
normally endeavour to produce some probability distribution of likely outcomes on the
basis of their personal judgment regarding the situation under consideration.

For instance, any predication regarding the outcome of acceptance of a new electronic
product being introduced by a bank, which is similar to those types being marketed by
other banks, is bound to be subject. This is because analysts are likely to come up with
varying views, which will be based on their personal judgment.

Self Assessment Exercise 3
Differentiate between condition of certainty and condition of uncertainty.

4.0 CONCLUSION

In this initial unit of the study material, you have observed that risk is embedded in
uncertainly in terms of loss to individuals and businesses. Businesses and human beings
normally plan in advance to mitigate risk and will be treat as a cost. In the event of
uncertainty about the occurrence of a loss, risk would come into play since uncertainty
breeds calamity and consequential burden on the business and its fortunes. The
condition of uncertainty implies that the decision makers cannot determine or measure
the future events or their outcomes because their probabilities are unknown. Therefore,
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the decision makers who are operating under condition uncertainty normally produce
some probability distribution of likely outcomes on the basis of their personal judgment
regarding the situation under consideration.

5.0 SUMMARY
In this study unit, topics covered include the following:

e Meaning of Risk
e Nature of Risk
e Uncertainty and Risk

In the next study unit, you will be taken through the discussion on different types of risk
which confront the business entities.

6.0 TUTOR — MARKED ASSIGNMENT

Explain the term risk. What are the deductions that can be made regarding the nature of
risk?

Solution to Self Assessment Exercises

SAE 1:

Risk refers to any situation where there is uncertainty or variability about the outcome of
an event or decision. Risk involves loss and cost to individuals and business entities. In
probability and statistics, financial management, and investment management, risk is
often used in @ more specific sense to imply possible variability in outcomes around some
expected value.

SAE 2:
The salient deductions that underscore the nature of risk are:
e Risk varies in its possible occurrence and outcomes or consequences;
e The occurrence of risk and its outcomes depend on chance;
e Risk is characterized by uncertainty as to its occurrence and magnitude of loss;

e Risk refers to uncertainty because it is inherently linked to uncertainty or chance
of a loss;

e Risk has been described as the possibility that loss will be greater than is normal,
expected, or usual.
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SAE 3:

Under condition of certainty, some events or their outcomes can be determined with the
use of statistical analysis by using statistical deductions to forecast the outcomes of
future events. For instance, events such as rainfall, sunshine, flood, drought, famine,
thunderstorm, typhoon and tornado can be predicted.

On the other hand, under condition of uncertainty, it becomes difficult to predict the
future events and their outcomes. It implies that decision makers have difficulties in
assigning some probabilities to the outcomes of some future events. Therefore, decision
makers depend on their personal judgment for taking business decisions.

7.0 REFERENCES/FURTHER READINGS

Bickechaupt, D. (1974), General Insurance, 9th Ed, Illinois: Richard D.

Chilellezi, O. (2006), Risk Management for Insurance Practice, Lagos: Inter Training and
Education Services.

Oluoma, R. 0. (1999), Elements of Insurance, Ikeja: Impressed Publishers.

Pritchet, S.T. et al (1996), Risk Management and Insurance, 7th Ed. New York: West
Publishing Company.

Trieschmann, J1.S., Gustavson, S.G. and Hoyt, R.E (2001), Risk Management and
Insurance, 11 Ed, Illinois: Spout — Western College Publishing.
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UNIT 2: TYPES OF RISK

CONTENT

1.0 Introduction

2.0 Objectives

3.0 Main Content
3.1 Types of Risk Confronting Business
3.2 External Risks of a Business
3.3 Internal Risks of a Business

4.0 Conclusion

5.0 Summary

6.0 Tutor-Marked Assignment
7.0 References/Further Readings

1.0 INTRODUCTION

Business entities function in dynamic environment with forces which do affect their
operations in varied and differing proportions. Therefore, they operate in an environment
that presents various types of risks because their operations are exposed hazards and
hiccups as a result of situational dictates. Some business risks are inherently associated
with operations. Some other risks arise as a result of the interplay of forces and
upheavals of the external environment. In this study unit, therefore, such various types
of risk which business organizations have to contend with are discussed.

2.0 OBJECTIVES

At the end of this unit, you should be able to:

. identify the different types of risk confronting a business
. mention and discuss the internal risks of a business
. list and explain the external risks of a business

3.0 MAIN CONTENT

3.1 TYPES OF RISK CONFRONTING BUSINESS

All businesses face risks regardless of its size of operations, location, types of products
produced or services rendered to the public. It is instructive to note that unmitigated
risks can spell enormous consequences such as collapse of operations, failure and
financial losses.
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Therefore, the understanding of such risks by entrepreneurs can help them determine
the necessary measures to be adopted in protecting their businesses and investment
generally.

Business risks range from internal risks to external risks. Some of these risks are
systematic risk, unsystematic risk, business risk, liquidity risk, financial risk, exchange
rate risk, political risk, market risk, strategic risk, operational risk and compliance risk.

3.2 EXTERNAL RISKS OF A BUSINESS

These risks are associated with the dictates of the external environment, which are
beyond the control of the firm. These types of risk are as identified and discussed below.

1. Financial Risk

It is the type of risk which arises as a result of external obligations. It is associated with
the possibility that the business may not have enough funds to meet its financial
obligations.

Such obligations include debt repayments, dividend payments, payments of taxes,
settlement of financial transactions. The risk also encompasses the possibility that
external sources of finance may not be available when needed.

2. Systematic Risk

This is the type of risk that cannot be abridged or predicted in any approach. Therefore,
it becomes almost impracticable to protect the business entity against it. Some examples
of these risks are interest rate fluctuation, changes in government legislation, and
environmental upheavals.

3. Speculative risk

This type of risk arises as a result of committing funds in high risk investment such as
funds used to speculate on oil business and capital market investment.

In the case of capital market investment, some firms in the country took loans to invest
in shares during the initial public offer. This was purely speculative in nature. When the
bubble in the Nigerian capital market burst, the investments in shares were lost.

The contagious affect on the banking industry contributed to the collapse of some banks
that bore the brunt of the speculative attitude of the investors. The so-called
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marginal loans that were granted to such capital market speculators turned into toxic
assets to the banks.

4. Exchange Rate Risk

This type of risk arises from the fluctuations in foreign exchange rates. This can affect
investment in other countries and transactions on imports and exports.

The fluctuations in foreign exchange rate, particularly a constant rise in the value of
other currencies compared with the value in currency of the home country cause for
home industries. The situation would erode the value of the purchasing power of the
firms when related to the payment to be made for foreign supplies for production.

In terms of oversea investment, in the event of exchange rate risk being high, the value
of the home currency may be less than the foreign currency. This may erode a significant
amount of earnings of the foreign investment.

5. Market Risk

This type of risk is associated with the price fluctuations or volatility in the market for a
firm’s products or services. In the event of persistent fall in the market price for the firm’s
products, the expected revenue would fall and the firm might not be in a position to
meet its obligations in operations.

6. Political Risk

This type of risk involves the risk associated with investment of funds in another country
where the political environment is unstable. The risk can crop up as a result of a major
change in the political setup.

It implies that the political risk or country risk as the case may be, could devalue the
investment and reduce its overall return. Hence, this type of risk is usually associated
with emerging or developing countries that are characterized by unstable political or
economic scenarios.

SELF ASSESSMENT EXERCISE 1
Mention and explain the various types of external risk.

3.3 INTERNAL RISKS OF A BUSINESS

These risks are associated with the internal intricacies of a firm’s operations. These types
of risk are as identified and discussed below.
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1. Strategic Risk
This type of risk, according to The Institute of Risk Management, is said to be future
oriented and can arise when:

e a new competitor enters a firm’s industry;

e two businesses in the industry merge to create a power house;

e the firm faces decisions about creating new products;

e the firm faces decisions about entering new markets; and

e the firm is considering the location of a disaster recovery site in relation to the
main centre of operations.

It is risky when the recovery site is too close to the main centre of operations due to the
possibility of the two structures being consumed in an inferno. It is also problematic
when the site is far away from the main centre of operations due to communication and
logistic bottlenecks.

SELF ASSESSMENT EXERCISE 2
What are the circumstances that give rise to strategic risk in business?

2. Unsystematic Risk

This type of risk is inherent in or specific to the nature of the assets. In some cases, such
risks can be eliminated or guided against through a process called diversification. Some
examples of this type of risk are strikes by workers and changes in management
decisions.

3. Liquidity Risk
This is the type of risk which may arise from the fact that the firm may find it difficult to

generate enough quantum of funds with which to meet its short-term financial
obligations.

The expected illiquidity position is associated with the use of obsolete items of
operational equipment which may break down. Hence, the firm would not be able to
compete with other firms in meeting market conditions.

4. Operational Risk

The operational risk is conceptualized as the risk of loss arising from failed processes,
people and systems, as well as external events. In other words, operational risk refers to
the possibility that transactions or processes can fail as a result of poor design,
inadequately trained personnel and external disruptions.
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Operational risk also incorporates the risk of frauds and the possibility that the business
can fail to meet the contractual obligations of a transaction arising from operational
hiccups.

5. Compliance Risk

This type of risk arises from the possibility that the firm might not comply with laws and
regulations within the jurisdictions where it operates, which could spell some enormous
costs and thereby affects its fortunes.

This type of risk can also arise as a result of the possibility that the firm might violate the
obligations of a legally binding contract entered into in the course of business
transactions. The consequences of such violation are in areas of court cases, costs of
legal processes, seizure of operational equipment, etc.

6. Business Risk

This type of risk is inherent in the uncertainty of income caused by the nature of the
firm’s business. The uncertainty in income generation can arise from problems associated
with company’s products, ownership structure, composition of the board, management
quality and behaviour, and market position.

SELF ASSESSMENT EXERCISE 3
Mention and explain the various types of internal risk.

4.0 CONCLUSION

In this study unit, you have understood that there are both internal and external types of
risk that the business entities have to contend with in the process of operations. The
internal risks are under the control of the business because they can be effectively
managed by the organization. On the other hand, as you have observed, the external
risks are beyond the contemplation of the firms. Nevertheless, the firms will still have to
plan for their mitigation.

5.0 SUMMARY
In this study unit, topics covered include the following:

e Types of Risk Confronting Business
e External Risks of a Business
e Internal Risks of a Business
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In the next study unit, you will be taken through the discussion on risk and business
stakeholders.

6.0 TUTOR — MARKED ASSIGNMENT

Enumerate and explain various types of risk confronting business entities.

Solution to Self Assessment Exercises

SAE 1:
The external risks of business are as follows:

i. Financial Risk

It is the type of risk which arises as a result of external obligations. It is associated with
the possibility that the business may not have enough funds to meet its financial
obligations.

ii. Systematic Risk

This is the type of risk that is almost impracticable to protect the business entity against
it. Some examples of these risks are interest rate fluctuation, changes in government
legislation, and environmental upheavals.

iii. Speculative risk

This type of risk arises as a result of committing funds in high risk investment such as
funds used to speculate on oil business and capital market investment. iv. Exchange Rate
Risk

This type of risk arises from the fluctuations in foreign exchange rates. This can affect
investment in other countries and transactions on imports and exports. v. Market Risk

This type of risk is associated with the price fluctuations or volatility in the market for a
firm’s products or services, which can affect the expected revenue. vi. Political Risk

This type of risk involves the risk associated with investment of funds in another country
where the political environment is unstable.

SAE 2:
The circumstances that give rise to strategic risk in business are as follows:
e a new competitor enters a firm’s industry;
e two businesses in the industry merge to create a power house;
e the firm faces decisions about creating new products;
e the firm faces decisions about entering new markets; and

23



e the firm is considering the location of a disaster recovery site in relation to the
main centre of operations.

SAE 3:

The internal risks of business are as follows:

i. Strategic Risk

It is a future oriented risk arising from decisions on creating new products, entering new
markets, and location of a disaster recovery site in relation to the main centre of
operations as well as emergence of mergers and new entry in the market. ii.
Unsystematic Risk

This type of risk is inherent in or specific to the nature of the assets, which can be

eliminated or guided against through a process called diversification. Examples are strikes
and changes in management decisions. iii. Liquidity Risk

This is the type of risk which may arise from the fact that the firm may find it difficult to
generate enough funds to meet its short-term financial obligations. iv. Operational Risk

This is the risk of loss arising from failed processes, people and systems, as well as
frauds, external events, etc.

v. Compliance Risk

This type of risk arises from the possibility that the firm might not comply with laws and
regulations within the jurisdictions where it operates, which could spell some enormous
costs and thereby affects its fortunes.

vi. Business Risk

This type of risk is inherent in the uncertainty of income caused by the nature of the
firm’s business; from problems associated with company’s products, ownership structure,
composition of the board, management quality and behaviour, and market position.
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CONTENT

1.0 Introduction

2.0 Objectives

3.0 Main Content
3.1 Stakeholders and Business Risks
3.2 Inside Stakeholders and Risk
3.3 Outside Stakeholders and Risk

4.0 Conclusion

5.0 Summary

6.0 Tutor-Marked Assignment

7.0 References/Further Readings

2.0 INTRODUCTION

Business organizations do not operate in vacuum. Therefore, they operate in a given
environment. In fact business organizations are creatures of the environment. Such
environment comprises stakeholders who have vested interest in the operations of
various business undertakings. Hence, these stakeholders are interested in the risk
affecting businesses and how business entities handle the issue of risk is of paramount
consideration in their dealings with them. Therefore, in this study unit, we shall discuss
the interest of business stakeholders in relation to the issue of business risk.

2.0 OBJECTIVES

At the end of this unit, you should be able to:

. explain business stakeholders and risks
. mention and discuss outside stakeholders and risk
. identify and discuss inside stakeholders and risk

3.0 MAIN CONTENT

3.1 STAKEHOLDERS AND BUSINESS RISKS

The business stakeholders comprise the interested parties in the operations of any
business entity. It is not only the owners or shareholders of a business entity that is

26



interested in the fortunes of such business. There are other parties or stakeholders who
have to partake in the business entity’s fortunes.

In the opinion of Kaye (2004), the stakeholders of a business entity comprise the people
or organizations, which could be affected by a risk incident occurring in the organization
itself. This is in consideration of the fact that risk has great potential to “threaten the
operations, assets and other responsibilities” of any business entity.

For instance, the Tsunami that occurs in Japan recently and tornado witnessed in the
West cost of US in 2011 wrecked havoc on both human beings and business entities to
the extent that some business ventures have been completely wiped out of existence.
Hence, the implication is that all stakeholders of businesses in both countries have
incurred monumental losses.

Stakeholders of a business entity are the management, employees, government, labour
union, suppliers, customers, the media, insurance companies, regulators, investors,
banks, capital market, and other business entities.

Self Assessment Exercise 1:
Explain the stakeholders of a business organization.

3.2 INSIDE STAKEHOLDERS AND RISK

There are some stakeholders who are insiders to the business organization. Such
stakeholders from among those identified above are discussed hereunder.

1. The Shareholders

The shareholders of a corporate entity have vested interest in the company because of
their investment. The board of directors of a company is normally constituted to
represent the interest of the shareholders in the business. Therefore, the directors will be
interested not only in the level of risk exposures of their company but also the measures
put in place by the management to preclude and mitigate the operational risks of the
business.

The best practice in corporate governance stipulates that the board of directors of a
company should, as a matter of policy, have a risk committee that will be charged with
the responsibility of overseeing the management of the risk exposure of their corporate
entity.

Therefore, the board of directors as stakeholders in a business has the strategic
responsibility in partly managing the risk exposure of the business so as to ensure
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profitable operations and survival of the entity. Such onerous role of the board is critical
towards avoiding disruptions in the company’s business operations which may arise from
occurrence of risk.

The foregoing discussion attests to the fact that the shareholders are exposed to the risk
of losing the funds they invest in a company if anything untoward happens to the
business.

2. Management as Stakeholder

The major pre-occupation of any business entity is to maximize profit from its operations.
Nevertheless, management recognizes the fact that such objective of maximization of
profit can be jeopardized at the instance of occurrence of risk.

Therefore, management is interested in various risks which are inherent in business
operations. The understanding of operational risks will prepare the management team in
instituting appropriate measures to checkmate and mitigate known business risks such as
those discussed in the initial unit of this study material.

The management team of any business organization cannot afford to neglect the issue of
risk in operations. This is because business operations are prone to risks, which have
been highlighted and discussed in the earlier study unit. For instance, the occurrence of
risk such as fire outbreak in a factory can be accompanied by monumental loss of
operational assets and consequence of stoppage of operations.

3. The Employees

The employees of a business entity have vested interest in the operations of the
organization. Such interest is informed by their stake in the revenue of the organization
because their salaries and allowances come from it.

The other areas of employees’ interest in the organization include their morale and pride,
which are often reflected in the degree of their self motivation level of performance and
productivity and above all, the quality of their work.

The employees of a corporate entity are also interested in their maintaining their jobs in
order to sustain their personal and family lives, their self-esteem and regular receipt of
their salaries and allowances. The occurrence of operational loss arising out of risk can
jeopardize the company’s operations and by extension the payment of employees’
salaries and allowances.

28



Hence, the employees would be interested in appropriate management of business
operational risks that can guarantee a safe working environment, survival of the
organization, enhanced operational fortunes, and organizational effectiveness.

4. Labour Union

The labour union which represents the collective interest of the workers in a business
entity also have vested interest in the operations of the organization. The union’s interest
is informed by their stake in the healthy operations of the organization. This is because
the workers' fate is dependent on the survival of the business.

The labour union in any corporate entity is normally pre-occupied first and foremost with
the profitable operations of the entity. This operational scenario is needed to guarantee
the workers’ jobs. The occurrence of loss arising out of operational risk can jeopardize
the company’s operations, which will eventually impact negatively on the payment of
employees’ salaries and allowances.

Therefore, the labour union would be interested in appropriate management of business
operational risks that can guarantee an ideal working condition, the survival of the
organization, enhanced corporate performance, and organizational effectiveness.

5. The Suppliers

The suppliers of productive materials, in the case of a manufacturing outfit and
commercial products in the case of merchandizing business, have stake in the business.
This is because the operational fortunes of the business have impact on their patronage
and payments for their supplies.

The suppliers will be interest in the nature of risks to which the businesses of their
customers are exposed so as to influence their level of business dealings with them. This
is because of the fact that any occurrence can impact negatively on the stake of the
suppliers.

The suppliers to any organization will be concerned and depend on its survival, for doing
business with it, in the absence of occurrence of crippling risks. The survival of the
organization will encourage the suppliers to deliver and receive payment for the goods or
services contracted.

Sometimes the loss of one or more large customers resulting from the occurrence of any
of the business risks can destroy the business of a supplier of gods and service to such
organizations. Therefore, the suppliers will be interested not only in the level of
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risk exposures of their customers but also the measures put in place to preclude and
mitigate business risks.

6. The Distributors

The distributors of products of corporate organizations will be interested in the steady
supplies of the products. Since there is no business that is insulated from operational
risks, the distributors will be concerned about the nature of risks inherent in the
operations of their suppliers.

Hence, the distributors will be interested not only in the level of risk exposures of their
customers but also the measures put in place to preclude and mitigate business risks.
This is necessary in order to avoid disruptions in their business operations which may
arise from occurrence of risk to the operations of their suppliers.

Most business customers are free to change their sources of suppliers but it is easier said
than done because of the protocol involved in switching to other organizations that have
not been doing business with them before. Such protocols include calling for references
from their bankers, signing of bonds for performance, and making available of qualified
guarantors.

7. Industrial Customers

The industrial users of the products of a company’s are major stakeholders in the
business because they depend on the suppliers for their productive operations. The users
as customers can be affected by any risk which may disrupt the suppliers’ operations.

Such occurrence of risks and consequently, the disruption of operations may affect their
relationships since it will become difficult to fulfill the contractual obligations for suppliers
and hence, such failure will make the confidence in the suppliers to be lost.

Therefore, the industrial customers will be interested not only in the level of risk
exposures of their suppliers’ operations but also the measures put in place to preclude
and mitigate business risks. This is necessary in order to avoid disruptions to their
manufacturing operations which may arise from occurrence of risk to the operations of
their suppliers.

Self Assessment Exercise 2:

Identify the inside stakeholders of a business organization and show how they can be
affected by risks in operations.
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3.3 OUTSIDE STAKEHOLDERS AND RISK

There are some stakeholders who are outsiders to the business organization. Such
stakeholders from among those identified above are discussed hereunder.

1. The Government

The government is interested in the overall economy and by implication, all the
productive units which include all business organizations are being monitored by the
state apparatus. Therefore, government has vested interest in the operations of
corporate bodies doing business within her territory.

First and foremost, the government is interested in the growth and development of the
economy which can only be ignited and sustained by business entities. Above all, the
industrialization efforts of the government is normally complimented and enhanced by
business operations.

The business entities do contribute enormous quantum of funds to the coffer of the
government through profit and income taxes, royalties, rents, commissions, surcharges,
fines, and duties. In fact, most countries of the world depend on taxes and the charges
being paid by business entities for executing projects in developing both economic and
social infrastructure besides using such funds to discharge other numerous state
obligations.

Therefore, government will be interested not only in the level of risk exposures of
business entities operating within her economy and even those companies of the
country’s origin but operating abroad (multinational corporations). In addition, the
government is also concerned about the measures put in place to preclude and mitigate
operational risks of business entities.

The concern of the government about business risks and strategic measures to preclude
and ameliorative such risk exposures is indispensable. Such posture of government which
finds favour in policies and laws is crucial to forestall grave impact of occurrence of
operational risk of business operations on the economy.

For instance, the recent oil leakage (occurrence of operational risk) from the offshore
facility of the British Petroleum (BP) company along the East coast of the US caused
monumental damage to the ecological environment, loss of fishing grounds by the
natives and displacement of aquatic lives from the area affected by the leakage.
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2. The Regulators

There are business and environment regulators whose actions are geared towards
regulating the operations of the businesses to ensure that they conform with laid down
best practices in their dealings and protection of the environment.

There are various regulators such as NAFDAC, SON, CPC, EFCC, Customs, and
Immigration which have operational activities, in many different ways, which require
them in taking a continuing interest in corporate entities” operations and dealings within
the country’s economy.

The failure on the part of business entities to satisfy the statutory and other
requirements of these regulators can result in imposing fines, restricting operations or
closing down the business altogether.

3. The Media

The media comprise print and electronic organizations such as local and international
newspapers, television and radio outfits, popular and professional magazines, and the
Internet.

These media organizations are always on the lookout to bring to the knowledge of the
government and the general public any risk exposures of business entities and above all,
reportage of risk occurrences, which may not be in the best interest of companies.

A publication by the print media or coverage of occurrence of operational risk such as the
BP oil leakage in the US normally goes a long way to cast negative image about the
organization. This is beside the fact that a large quantum of finance will be required to
settle and clear such operational fallouts such as cleanup, compensation, payment of
charges and sundry expenses for court cases in some instances.

4. The Investors.

The investors are those high networth individuals and companies who have surplus funds
to invest with the intent of reaping financial benefits in the future.

Most investors are risk averse because they are not interested in losing their funds. In
relation to investment in stock, investors would commit their funds in the shares of
companies whose records of managing operational risks are favourable in terms of the
measures which they put in place for precluding and mitigating risks.
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Therefore, investors would not only be interested in the track record of operational
profits based on critical fundamentals of business strength of the quoted companies. The
investors will also be interested in the level of risk exposures of the operations of such
companies before committing their funds in their shares.

Furthermore, in order not to lose their funds, investors do take appropriate steps to
assess the measures put in place by quoted companies to preclude and mitigate their
operational risks. This is necessary in order to avoid losing their funds as a result of
consequential disruptions to the operations of such companies, which may arise from
occurrence of risks.

5. The Banking Industry

Banking business is dependent on the healthy operations of other business particularly
the corporate entities. Therefore, banks and other financial institutions will maintain an
interest in the fortunes of those organizations to which they have provided funds.

Once banks perceive a particular industry is prone to greater risk such as petroleum
industry (both upstream and downstream operations) the cost to be borne by such
companies would be very high.

For instance, the BP Company lost a huge quantum of revenue from its operations in the
oil spillage in North America as cited before. In addition, it has to spend huge amount of
funds for the cleanup, compensation, and restoring its damaged drilling facility to normal
operation.

The banks that have financial dealings with the company will, in one or the other, be
affected as a result of the huge quantum of funds that was lost from the company’s
revenue besides funds expended for cleanup, compensation, and restoring its damaged
drilling facility.

6. The Capital Market

The Securities and Exchange Commission and the Stock Exchange are in charge of
regulating the operations of the capital market in the country. The quoted companies
have their shares listed on the Exchange and therefore, they owe the Commission and
the Stock Exchange some obligations in reporting any occurrence of risks to their
operations in the course of a financial year.

Such reports can affect the prices of the companies’ stocks and therefore, both capital
market authorities would be interested in the measures being put in place to preclude
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and mitigate their operational risks. This is necessary in order to avoid the loss of
investors’ funds as a result of consequential disruptions to the operations of such
companies, which may arise from occurrence of risks.

Self Assessment Exercise 3:

Identify the outside stakeholders of a business organization and show how they can be
affected by risks in operations.

4.0 CONCLUSION

The analysis in this study unit, as you have understood, indicates that the business
stakeholders are also concerned and affected by the risks which the businesses have to
contemplate with in the process of their operations. For instance, the various
stakeholders recognize that they can lose their stakes in the event that their business
entities do not have in place mitigating measures with which to manage risks. Hence,
they always have to be monitoring the behavior of the management in the handling of
risks in order to be rest assured that their stakes are not jeopardized as a result of the

occurrence of risks.

5.0 SUMMARY
In this study unit, topics covered include the following:

e Stakeholders and Business Risks
e Inside Stakeholders and Risk
e Qutside Stakeholders and Risk

In the next study unit, you will be taken through the discussion on people’s attitude to
risk.

6.0 TUTOR — MARKED ASSIGNMENT

Mention the various stakeholders of a business entity and show how they can be affected
by risks in business operations.
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Solution to Self Assessment Exercises

SAE 1:

The stakeholders of a business comprise the interested parties in the operations of any
business entity. These are the people or organizations which could be affected by a risk
incident occurring in the organization itself.

Stakeholders of a business include the management, employees, government, labour
union, suppliers, customers, the media, insurance companies, regulators, investors,
banks, capital market, and other business entities.

SAE 2:

The inside stakeholders of business entities are as follows:
i. The Shareholders

The shareholders of a corporate entity have vested interest in the company because of
their investment. The shareholders are exposed to the risk of losing the funds they invest
in @ company if anything untoward happens to the business. ii. Management as
Stakeholder

The management team recognizes the fact that objective of profit maximization can be
jeopardized at the instance of occurrence of risk. The occurrence of risk such as fire
outbreak in a factory can be accompanied by monumental loss of operational assets and
consequence of stoppage of operations. iii. The Employees

The employees of a business entity have vested interest in the operations of the
organization. Such interest is informed by their stake in the revenue of the organization
because their salaries and allowances come from it. iv. Labour Union

The labour union which represents the collective interest of the workers in a business
entity also have vested interest in the operations of the organization. This is because the
workers’ fate is dependent on the survival of the business. v. The Suppliers

The suppliers of productive materials, in the case of a manufacturing outfit and
commercial products in the case of merchandizing business, have stake in the business.
This is because the operational fortunes of the business have impact on their patronage
and payments for their supplies.

vi. The Distributors

The distributors of products of corporate organizations will be interested in the steady
supplies of the products. The occurrence of risks in operations of a manufacturer could

disrupt their business operations regarding the inability of the suppliers to make goods
available.

35



vii. Industrial Customers

The industrial users of the products of a company’s are major stakeholders in the
business because they depend on the suppliers for their productive operations. The users
as customers can be affected by any risk which may disrupt the suppliers’ operations.

SAE 3:

The outside stakeholders of business are as follows:
i. The Government

Government has vested interest in the operations of corporate bodies doing business
within her territory because of the economy. Such posture of government which finds
favour in policies and laws is crucial to forestall grave impact of occurrence of operational
risk of business operations on the economy. ii. The Regulators

There are business and environment regulators whose actions are geared towards
regulating the operations of the businesses to ensure that they conform with laid down
best practices in their dealings and protection of the environment. iii. The Media

The media organizations are always on the lookout to bring to the knowledge of the
government and the general public any risk exposures of business entities and above all,
reportage of risk occurrences, which may not be in the best interest of companies. iv.
The Investors.

The investors are those high networth individuals and companies who have surplus funds
to invest with the intent of reaping financial benefits in the future. Therefore, they would
avoid losing their funds as a result of consequential disruptions to the operations of such
companies, which may arise from occurrence of risks. v. The Banking Industry

Banking business is dependent on the healthy operations of other business particularly
the corporate entities. Therefore, banks and other financial institutions will loose their
funds in the event of risk occurring to the corporate entities which are beneficiaries of
their loans.

vi. The Capital Market

The Securities and Exchange Commission and the Stock Exchange are in charge of
regulating the operations of the capital market in the country. Both capital market
authorities would be interested in the measures being put in place to preclude and
mitigate corporate risks so as to avoid the loss of investors’ funds as a result of
consequential disruptions to the operations of quoted.
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1.0 INTRODUCTION

Human beings particularly investors and managers have different attitudes towards risk.
These diverse postures towards risks by managers and investors alike are precipitated by
the nature of risks, which involves their unpredictability generally, and the inherent
consequences or outcomes therein whenever they occur. The diversity of attitudes of
business minded people gives rise to various classes of people based on their peculiar
attitudes to risks. The focus of this study unit, therefore, is on the discussion of such
diverse attitudes to risk.

2.0 OBJECTIVES

At the end of this unit, you should be able to:

explain the objective and subjective elements of risk
distinguish between risk and uncertainty
differentiate between objective and subjective risks
discuss the different attitudes to risk
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3.0 MAIN CONTENT

3.1 OBJECTIVE AND SUBJECTIVE ELEMENTS OF RISK

Some events and losses inherent in them can be predicted. This is because such
occurrences are common and therefore, can be predicted with certainty. Nevertheless,
some other losses are associated with unexpected events and therefore, are not
predictable.

For instance, the occurrence of fire outbreak which can consume all the facilities of a
business entity cannot be predicted accurately even though there abound some statistical
records on their trends particularly for the dry season. Nevertheless, the fire outbreaks
that occur during the rainy season defy explanations and prediction. Herein is the basis
of variations in risk occurrence.

3.1.1 Objective Element of Risk

Risk is embedded in variation in the possible outcomes in a given scenario regarding a
risk. Since the timing of the occurrence of risk is uncertain, uncertainty is often used
synonymously with risk. Hence, whenever uncertainty is used in place of risk, it usually
implies the objective uncertainty. Such is measurable or quantified because it is used
when a measure of variation in occurrences of risk is intended.

A popular measure of variation is the standard deviation. This measure is helpful for use
in predicting the expected variation from apparently identical situations which may
precipitate different decisions. For example, a manager who is conservative and will
always tends to play safe in business decision that many seem quite risk-free to other
decision makers.

A condition of risk implies that the decision maker is confronted with a scenario in which
the possible results of his decision are not totally predictable. Nevertheless, such
outcomes will most likely fall within a possible range of outcomes. Hence, it implies that
there could be more than one possible outcomes arising from the choice of an option.

Presumably, the decision maker is understood to know the probability of occurrence of
each outcome of his decision. Nonetheless, the decision maker is confronted with the
problem of estimating the mathematical probabilities of the occurrence. This problem
implies that some errors of estimate or forecast are bound to be involved in the decision
maker’s prediction.

Basically, there are statistical formulations for determining such errors and measuring
them. In fact, the decision maker can make use of his past experience to determine the
objective probability and relative frequency of the occurrence of various outcomes.
Therefore, measurements could be determined with the support of past experience and
available records.
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For example, measurements can be determined on such occurrences as seasonal sales
figures, cost of production, amount paid as sales commission, quantity of demand in a
particular market, population in a segmented market, local authority fees in a
geographical area, units of output in production of a product, number of customers for a
particular product, etc.

Based on personal perspectives, objective risk which may actually be the same in two
scenarios may be viewed very differently by decision makers who are assessing such a
risk. Therefore, a decision maker’s attitude towards risk is equally very important besides
the knowledge of the degree of objective risk which altogether to influence the person’s
action.

There are some basic features of risk which influence individual's reaction to risk
situations that are fundamental ingredients in decision taking toward effective handling of
risks.

3.1.2 Subjective Element of Risk

A particular type of event may be of a nature in which it ought to be possible to calculate
both the probability and then the potential variation in its outcomes. Nevertheless, there
exist some defects in the quality of data available to risk managers which prevent the
calculation of reliable objective estimate of future loss probabilities.

The common problems or defects inherent in the calculation of future loss possibilities
are as follows:

i) Inadequate large samples of data

This refers to the fact that the available details of past experience are based on only
a small number of exposure units), and

ii) Dynamic nature of risk factors

The dynamic nature of risk factors implies that changes are constantly being
observed in risk factors. This has cast doubts on the value of past experience as a
lead to the future.

In the above circumstances decision makers have no alternative other than to draw on
their experience and judgment with which to interpret loss trends to arrive at subjective
probability estimates.

The implication is that such probability estimates would differ clearly from the
fundamental true probabilities. Basically, it is because the estimator’s judgment would be
affected by his own attitude to uncertainty.
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Hence, it implies that when risk cannot be measured objectively with some reasonable
level of degree of accuracy, it would necessitate the use of individual judgment and
attitudes in the process.

There appears that there is need for the use of personal judgment and attitudes to
estimate the outcomes of risk event; then subjective element of risk will be manifested.
Therefore, subjective risk is regarded, for obvious reasons, as the uncertainty inherent or
apparent in an event as foreseen by the decision maker.

SELF ASSESSMENT EXERCISE 1
Distinguish between objective and subjective elements of risk.

3.2 INDIVIDUAL ATTITUDES TO RISK

The attitude to risk differs from one individual to another. The stance to risk is a function
of individual position in the corporate and investment world. It means that such differing
attitudes influence decision making in investment and commitment of corporate funds
into projects by investors, financial analysts and managers.

Attitude to risk influences not only the subjective estimates of probability of occurrence
of loss but it also affects such individual’s decisions in handling risk.

3.2.1 Risk Averters

The risk averters are those individuals who have the attitude of taking appropriate
measure to avoid incurring risk or the outcomes of risky events. Therefore, to be risk
averse implies that an individual is not willing to stake in excess of the expected return in
exchange for some certainty about the future.

For instance, taking an insurance policy and paying the periodic insurance premium
involves taking steps to forgo some prosperity in exchange for the insurance company’s
promise that the covered risk or expected losses will be paid to compensate the insured.

In insurance parlance, some people refer to this approach as an exchange of a certain
loss of funds, which involves payment of premium for an uncertain future loss. The
critical consideration in the process of the exchange is that the total quantum of premium
being paid by the insured is larger than the average or expected loss. This is in view of
the fact that insurer expenses and profit are included in the total premium to be paid by
the insured.
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3.2.2 Risk Seekers

In the opinion of Pritchett, S., et al (1996), an investor or manager who accepts risk at
less than the expected average loss, perhaps even paying to add risk such as through
gambling is a risk seeker.

One person may be very cautious and averse to taking chances in investment, whereas
another may be highly optimistic regarding future uncertain outcomes regarding risky
investment. The former in terms of attitude to risk is risk averse, who is likely to arrive at
higher loss probability estimates while the latter who is less likely to arrive at higher loss
probability estimates is the risk optimist.

Someone who is strongly averse to accepting even the smallest variation in outcomes
from the expected may choose to insure. Nevertheless, an individual who is less strongly
averse to accepting even the smallest variation in outcomes from the future expectation
of loss will be less risk averse individual may be prepared to carry the risk himself. This is
the stance of a risk seeker.

3.2.3 Risk Neutrals

Pritchett, S. et al (1996) posit that a person willing only to pay the average loss as a
premium would be considered risk neutral. It means that such individuals are not ready
to assume risk and at the same time not prepared to stake more than necessary in
preventing risk or transferring the loss to an insurance company.

The pertinent issue at this juncture is: what makes one person to be more risk averse
than another? This issue borders on the realm of psychology or sociology, or
anthropology. Nevertheless, it can be assumed that factors such as family and societal
influences, genetics, religious and philosophical beliefs all play an important role.

SELF ASSESSMENT EXERCISE 2
Differentiate between risk aversion and risk neutral.

3.3 RELATIONSHIP BETWEEN RISK AVERSION AND NCERTAINTY

To some extent, there is some ambiguity in the relationship between a person’s risk
aversion and his uncertainty. A problem arises as a result of the imprecise way the twin
terms aversion and uncertainty are commonly used. Nevertheless, in some respects,
uncertainty could be affected by aversion.

For example, a decision maker might be so distrustful of risk in general that he/she
would tend to disregard his/her own judgment regarding a particular risk might be driven
higher by her/his aversion to risk.
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In some other scenarios, it is possible to say that uncertainty influences aversion. This is
because a person who is consistently exposed to an environment of seemingly random
and unpredictable events such as typhoon or tornado might eventually develop a high
level of aversion to risk. (Williams, Smith and Young, 1995:7).

Some writers have taken a different perspective in relating risk, risk aversion and
uncertainty to one another. In their own view, William and Heins (1989) regard risk as
consisting of objective and subjective components. According to them, objective risk
refers to the measurable component of risk, while subjective risks reflect an individual
reaction to or attitude towards risk.

On the basis of above approach, uncertainty becomes an aspect of subjective risk.
Basically, there are other views and perhaps the best that can be discerned is that risk
aversion and uncertainty are distinct concepts that are not fully independent of one
another. (Williams, Smith and Young, 1995)

SELF ASSESSMENT EXERCISE 3
Briefly explain the relationship between risk aversion and uncertainty.

4.0 CONCLUSION

Some risk events and their losses can be predicted because such occurrences are
common and therefore, can be predicted with certainty. However, some losses are
associated with unexpected events and therefore, cannot be predicted. The attitude to
risk differs from one individual to another. The different postures towards risk by
individuals influence decision making in investment and commitment of corporate funds
into projects by investors, financial analysts and managers. Hence, there are individuals
who are risk averters while others are risk seekers and yet there are risk neutrals.

5.0 SUMMARY
In this study unit, topics covered include the following:

Obijective Element of Risk

Subjective Element of Risk

Individual Attitudes to Risk

Relationship between Risk Aversion & Uncertainty

In the next unit, you will be taken through the discussion on costs associated with risk.
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6.0 TUTOR-MARKED ASSIGNMENT

Explain these terms: Subject Risk; Objective Risk; Risk Aversion; and Risk Neutral.

Solution to Self Assessment Exercises

SAE 1:

Objective element of risk arises when the decision maker makes use of his past
experience and available statistical records to determine the objective probability and
relative frequency of the occurrence of various outcomes.

On the other hand, subjective element of risk implies that when risk cannot be measured
objectively with some reasonable level of degree of accuracy, personal judgment and
attitudes of decision maker will be used to estimate the outcomes of risk event

SAE 2:
Risk aversion implies that those individuals involved have the attitude of taking
appropriate measure to avoid incurring risk or the outcomes of risky events. This

presupposes that to be risk averse an individual is not willing to stake in excess of the
expected return in exchange for some certainty about the future.

Risk neutrals refer to persons who are only willing to pay the average loss as a premium
because such individuals are not ready to assume risk and at the same time not prepared
to stake more than necessary in preventing risk or transferring the loss to an insurance
company.

SAE 3:

The uncertainty element of risk influences aversion because a person who is consistently
exposed to an environment characterized by seemingly random and unpredictable events
such as typhoon or tornado might eventually develop a high level of aversion to risk.

7.0 REFERENCES/FURTHER READINGS

Bickechaupt, D. (1974). General Insurance, 9th Ed, Illinois: Richard D.
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1.0 INTRODUCTION

There are costs that embedded in all forms of risk. This is given the fact that the
occurrence of any risk in the operations of any business entity portends some costs and
losses which have to be borne by the organization. Some of these costs are inherent in
the nature of the risk while some others are normally borne by the organizations in form
of compensations and damages to the operational facilities of the organizations.
Furthermore, the communities in which various organizations operate also bear some
costs from the occurrence of risk in the activities of such organizations. In this study unit,
therefore, the various costs that are associated with risks are identified and discussed.

2.0 OBJECTIVES
At the end of this unit, you should be able to:

e mention costs associated with the nature of risk
¢ differentiate between private and social costs in risk
¢ identify various forms of losses inherent in risk

3.0 MAIN CONTENT

3.1 COSTS ASSOCIATED WITH RISK

Costs associated with risk refer to the obvious implications or consequences of
occurrence of risk in organizational operations. The costs which are inherent in nature of
risk and its sharing among organizational stakeholders are discussed below.
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The various costs of risk are in various categories which are identified and discussed
below.

3.1.1 Costs in Nature of Risk

The various costs inherent in the nature of risk consist of; risk handling costs, costs of
losses that occur, and costs due to the existence of risk.

1. Risk Handling Costs
These handling costs in risk are in the areas such as follows:
i) Costs involved in identifying, evaluating and treating risks
i) Insurance premiums
iii) Charges for loss prevention devices
iv) Fees for consultancy service

v) Opportunity costs in terms of management and staff time spent on dealing with
risks, which cannot be devoted to other activities.

vi) The costs of avoiding a risk may be a loss of revenue derived from the particular
activity involved.

2. Costs of Losses Arising from Risk

These costs arise as a result of the occurrence of risk in the organizational operation, and
they are as follows:

i) Direct costs to a firm
These elements of cost in risk from industrial accidents can arise as a result of the

following:
. Compensation payable to injured employees
o Damage to machinery, equipment and work in progress
o Loss of production
o Accident investigation expenses.

ii) Indirect costs
These elements of cost in risk can arise as a result of the following:

. Other employees may either stop work for a short time or their work rate may
slow down from occurrence of risk

. Decreased morale of workers from occurrence of risk

. Consequent drop in productivity and increase in spoilt materials from
occurrence of risk

. Loss of future earnings from occurrence of risk.

3. Costs Attributable to the Existence of Risk
These elements of cost in risk do arise due to the following reasons:

o Welfare loss:- exposure to risk involves a welfare loss suffered by those
exposed to risk, e.g., to a risk averter.
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o Externality of risk:- this refers to indirect costs which are borne by the rest of
the society as a result of occurrence of risk.

In the event that the potential losses from occurrence of risk are so critical that the firm
involved cannot produce its particular product, the consumers will be deprived of the
satisfaction they would have derived from its consumption. In addition, other
stakeholders would lose their stakes in the company.

SELF ASSESSMENT EXERCISE 1
Identify the forms of cost associated with losses arising from risk.

3.1.2 Private and Social Costs Inherent in Risk

The costs being shared among some individuals and groups in the society are private
costs and social costs. Private costs are costs necessarily incurred from the occurrence of
risk by the individual or firm which is affected by the outcomes of the risk. The
community in which a company operates bears some costs from its operational activities;
such burden constitutes the social costs.

For instance, in the process of production, the company can discharge untreated
pollutants such as effluents into the community source of water supply coupled with
smoke discharged into the air from the factory. Such pollution constitutes the private
costs of the company’s operations on the community.

In many countries, the company may be compelled by law to spend some money for
cleanup of the above pollution in the community in addition to sundry expense on the
pollution. Such costs will appear in the company’s accounts as a part of its private costs.
Hence, this involves obeying government regulations requiring that firms be financially
responsible for all the consequences of their actions.

Both private and social costs may be inherent in many pure risks. A major fire incident
may render a factory inoperative and as a result necessitate loss of employment by the
workers besides the loss borne by some other stakeholders.

The company involved could be compelled to bear part of these social costs such as
redundancy payments to workers and payment of compensation to some third parties for
personal injury or damage to their property.

Furthermore, an explosion from a factory producing explosives may cause extensive
damage to surrounding properties and injuries to members of the public. Another
example is a leakage of contaminated sludge from a factory polluting the surrounding
land and river depriving the community of their source of livelihood and water supply.
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In the latter case above, the company would be compelled to expend some funds on
cleanup of the land and the river of the deadly sludge. In both cases, payment of
compensation would also be borne by the companies for the affected members of the
public on for their injuries and damaged property and on the damaged farmlands
respectively.

The above cases involve both private and social costs borne by the companies and the
communities alike. In line with best practices in organizational operations, the companies
in the absence of legal obligation to compensate injured third party, may feel morally
duty-bound to offer some payment to the communities and individuals affected by the
risk

SELF ASSESSMENT EXERCISE 2
Differentiate between private cost and social cost in relation to risk.

3.2 LOSSES ARISING FROM RISK

The undesirable outcome of risk involves an economic loss. This is because there are
some benefits which are associated with some forms of risk.

The undesirable end result of risk signifies some loss of benefits which would have
accrued from the use of a property. Such undesirable element of risk involves the
decrease or disappearance of value.

The undesirable end of risk is usually in an unexpected or at least relatively unpredictable
manner. Since it is associated with risk, the outcome which is not desirable would be
unpredicted in pecuniary magnitude as well as in the extent of its impact.

There are, however, some other losses which can be expected in nature. This is due to
the fact that they are known to always occur. Examples are death which terminates a
breadwinner’s life, collateral damage resulting from conflict, depreciation of physical
properties, etc.

The above examples of loss are capable of being predicted by decision makers fairly
accurately. This is necessary because in the case of depreciation, the mere fact that it
occurs to a capital asset prepares the minds of accountants to set aside some funds for
their replacement.

In the case of death, the insurance company encourages people to insure their lives
against such expected loss; in order to use the proceeds of such policy to cater for their
dependents after its occurrence.

49



Nevertheless, as observed by Bickechaupt (1974), many losses cannot be predicted as a
result of risk. Examples of such losses include:

e loss of property due to fire,
e loss of vehicle because of theft, and
e loss of valuables because of other perils.

Some other losses include:

e loss of income due to property destruction,

e loss of job due to personal perils of disability and iliness,

e increased medical costs due to terminal illness, and

e |oss of assets due to legal liability for losses affecting other persons.

SELF ASSESSMENT EXERCISE 3

Mention losses that are associated with occurrence of risk.

4.0 CONCLUSION

You have appreciated from the discussion in this study unit that risk has some cost
implications for the operations of all organizations. Such costs include risk handling costs,
costs of losses from risk, and costs attributable to the existence of risk. There are also
private and social forms of costs inherent in occurrence of risk in operations of corporate
entities. As you have understood from the discussion, some causes of risk include perils
and hazards which do aggravate the occurrence of risks to both human beings and
corporate entities. Some losses are also inherent in the occurrence of risk such as loss of
property, loss of vehicle, loss of valuables, loss of income, loss of job, increased medical
costs due to terminal illness, and loss of assets.

5.0 SUMMARY
In this study unit, topics covered include the following:

e Costs in Nature of Risk
e Private & Social Costs Inherent in Risk
e Losses Arising from Risk

In the next unit, you will be taken through the discussion on the causes of risk.
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6.0 TUTOR-MARKED ASSIGNMENT

What are the various costs that are inherent in the nature of risk?

Solution to Self Assessment Exercises
SAE 1:

The various costs inherent in the nature of risk consist of the following

i) Risk handling costs:- these handling costs in risk are in the areas of costs involved in
identifying, evaluating and treating risks; insurance premiums; charges for loss
prevention devices; fees for consultancy service; opportunity costs in terms of
management and staff time spent on dealing with risks, which cannot be devoted to
other activities; and costs of avoiding a risk may be a loss of revenue derived from the
particular activity involved.

ii) Costs of Losses arising from risk:- these costs occur from risk in organizational
operation, which are: compensation payable to injured employees; damage to
machinery, equipment and work in progress; loss of production; and accident
investigation expenses (all regarded as direct costs); and stoppage of work; decreased
morale of workers; consequent drop in productivity; increase in spoilt materials; and loss
of future earnings from occurrence of risk (all as indirect costs).

i) Costs Attributable to the Existence of Risk:- these elements of cost in risk arise from
welfare loss suffered by those exposed to risk and externality of risk as indirect costs
borne by the rest of the society as a result of occurrence of risk.

SAE 2:

Private costs are costs incurred from the occurrence of risk by the individual or firm
which is affected by the outcomes of the risk. In a case of pollution of the environment,
the company would be compelled to expend some funds on cleanup of the land and the
river of the deadly sludge in addition to payments to the affected members of the public
damaged property and farmlands.

Social cost in risk arises when the community in which a company operates bears some
costs from its operational activities. An example is a leakage of contaminated sludge from
a factory polluting the surrounding land and river depriving the community of their
source of livelihood and water supply.

SAE 3:
Losses that are associated with occurrence of risk are as follows:

e loss of property due to fire,
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e loss of vehicle because of theft, and

e loss of valuables because of other perils.

e loss of income due to property destruction,

e |oss of job due to personal perils of disability and iliness,

e increased medical costs due to terminal illness, and

e |oss of assets due to legal liability for losses affecting other persons.

7.0 REFERENCES/FURTHER READINGS
Bickechaupt, D. (1974). General Insurance, 9th Ed, Illinois: Richard D.

Chilellezi, O. (2006). Risk Management for Insurance Practice, Lagos: Inter Training and
Education Services.

Oluoma, R. O. (1999). Elements of Insurance, Ikeja: Impressed Publishers.

Pritchet, S.T. et al (1996). Risk Management and Insurance, 7th Ed. New York: West
Publishing Company.

Trieschmann,tJ.S., Gustavson, S.G. and Hoyt, R.E (2001). Risk Management and
Insurance, 117 Ed, Illinois: Spout — Western College Publishing.
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Kaye, D. (2004). Risk Management, London Chartered Insurance Institute.
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1.0 INTRODUCTION

All forms of risk do not just occur in the operations of any business entity. The
occurrence of any risk is normally precipitated by some factors. Basically, risk takes place
because of some factors which are associated with the nature of the operations, behavior
of the workers, types of facilities in use in the business, the behavior of the parties
dealing with the business, and above all, the upheavals of the external environment.
Therefore, in this study unit, various causes of risk are identified and discussed.

2.0 OBJECTIVES
At the end of this unit, you should be able to:

mention and explain various causes of risk
identify perils in business operations
identify hazards in business operations
mention uncertainties in business

3.0 MAIN CONTENT

3.1 SOME CAUSES OF RISK

There are some causes which can precipitate risk to take place. Such causes are inherent
in the human nature, environmental conditions, and mechanical operations. Such causes
of risk are identified and discussed below.
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1. Inadequate Cash Flow

This arises when the management in the case of large entities or business owner in the
case of small businesses does not monitor closely the expenses and accounting records
of the operations. The result is that the flow of cash into the business will be jeopardized.

The cash flow problem can also arise when customers are not purchasing products or
patronizing the services of the business. The internal problem such as lack of planning
ahead for contingencies can also precipitates cash flow deficiency. Therefore, it is
advisable that a business owner should have three months of operating expenses kept
away in savings with which to keep the operations afloat in lean periods.

2. Labour Unrest

Labour problem can precipitate risk in the operations of a business entity. In the event of
labour, unrest which can emanate from disagreement between the management and
labour, operations or production will suffer and therefore, the business will incur
abnormal loss. The labour unrest can take the form of strike, stoppage, work to rule, and
picketing, among others.

For instance, the British Airways has gone through a long period of labour unrest in
recent years. The consequences of such labour unrest include loss of revenue, loss of
market share, etc. In Nigeria, the labour unrest has always been led by the Nigeria
Labour Congress (NLC) on issues concerning fuel price increase, national minimum wage,
etc. The consequences include loss of valuable man hours, decrease in economic output,
disruptions in socio-economic operations, etc.

3. Weak Internal Controls

When corporate entities do not have sound financial and accounting policies, the result is
weak internal controls. This is because in the absence of such policies, there would be no
meaningful checks and balances in the operations of the entities, and the result will be
loss of revenue, weak cash flow, frauds, embezzlement, and other related problems.

4. Weak Corporate Governance

The absence of good governance in the operations of an entity is indicative of the fact
the best practices of corporate governance issues are not being observed by the
management, the board of directors and the chief executive officer of such organization.
Therefore, in such situation, the normal operational protocol will be breached in the
management of the funds of the organization. This results in fraudulent practices,
embezzlements, bad debts, illiquidity, and financial distress, etc.

5. Investment in Risky Ventures
Some funds of an organization may be invested in risky ventures such as speculative
businesses to the extent that it becomes difficult to recover such funds in the event that
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the business goes awry. Examples are the loans advanced by the banks to the capital
operators which invariably became lost to the vagaries of the speculative market. Such
marginal loans became toxic assets in the books of the banks, which partly precipitated
their weakness and financial distress.

6. Operations in Volatile Environment

Investments and operations in volatile environment can precipitate risk in the business.
Investment and operations in politically unstable environment can lead to the loss of
funds and at times the whole investment will be wiped off by socio-political uprising.

7. Poor Planning
Poor planning can lead to what is called one-dimensional thinking which can lead to the
risk of sinking the operations of the business. For instance, lack of creative ways towards

attracting customers, by the business owners, in the face of fierce competition can sink a
business.

SELF ASSESSMENT EXERCISE 1

Mention and explain some causes of risk in business operations.

3.2 PERILS IN BUSINESS OPERATIONS

Peril is regarded as a major cause of risk. Forms of peril in relation to risk include the
following:

fire,

automobile accidents,
thefts,

earthquakes,
windstorms,

flood, and

illness, etc.

According to the law, perils are regarded as “acts of God” in relation to those perils
operating without human agency or intervention and not preventable by human foresight
or care.

For example, fire outbreaks precipitated by lightening are often regarded as an act of
God because human beings cannot cause lightings to take place. Other examples of acts
of God include:

e storms,
e floods,
e typhoon,
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e tornados,
e Tsunamis, and
e other grave dictates of nature.

The above upheavals of nature indicate that such causes of risk come in various forms
and the magnitude of their impact on business operations also vary considerably.

SELF ASSESSMENT EXERCISE 2

What are the forms of peril in relation to risk?

3.3 HAZARDS IN BUSINESS OPERATIONS

Hazards are the various contributing factors to the occurrence of perils. Generally, there
are many separate hazards that are associated with any particular object or person. The
sum total of hazards normally constitutes perils which can precipitate a particular risk.

In insurance parlance or business hazards are categorized into physicals hazards and
moral hazards. These classes of hazards are discussed below.

i) Physical Hazards:

Physical hazards refer to the tangible conditions or characteristics of the risk that
influence the frequency and or severity of loss inherent in a risk.

These tangible or physical conditions of risk include considerations such as:

a) location,

b) structure,

C) construction,

d) occupancy,

e) security protection, and
f) exposure, etc.

Particularly, physical hazards include conditions such as:

a) waste paper piled under a staircase gasoline stored on the premises;
b) weak construction which may fail in a heavy wind;

¢) unsafe brakes on a car;

d) holes in a sidewalk;

e) inadequate inventory checks in a store;

f) improper water drainage systems, etc.
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The factors as highlighted above are individually capable of increasing the chances of a
loss occurring in respect of a specific peril such as fire, wind, flood, theft, etc.

ii) Moral Hazards:

Moral hazard is used in reference to those factors that have their origin embedded in
mental attitudes of human aspects that may influence the outcome of risk.

This concerns hazards precipitated by:

e dishonesty,

e insanity,

e carelessness,

e indifference, etc.

The above list is by no means exhaustive. Hence, there are other similar human attitudes
that are psychological in nature.

In drawing distinction between moral and morale, Pritchett et al (1996) observe that
moral hazards involve dishonesty on the part of insured. In the context of insurance,
moral hazards refer to conditions that encourage the insured to cause losses
intentionally. Basically, moral hazards exist when a person can gain from the occurrence
of a loss.

For example, an insured person who will be reimbursed for the cost of a new car due to
the loss of an old one has the motivation of causing loss to the car. This fraudulent
incentive on the part of the insured increases the probability of loss.

Morale hazards, in contrast, do not involve dishonestly on the part of the insured. To a
certain extent, morale hazards are attitudes of carelessness and lack of concern that can
increase the chance a loss will occur or increase the size of losses that do occur.
(Pritchett et al, 1996).

For instance, poor housekeeping such as allowing waste papers to accumulate in the attic
or basement of a building and the occupant is in the habit of careless cigarette smoking
are examples of moral\morale hazards that increase the probability of loss by fire.
Frequently, such lack of concern on the part of human beings occurs due to the fact that
an insurer is available to pay for losses as there will be reimbursement to return the
insured to his position.

Nevertheless, Pritchett et al pointed out that the distinction between moral and morale
hazards is finicky, and usually their existence may lead to physical hazards. But they also
remarked that hazards are critical characteristics to analyze because people’s ability
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to reduce their effect will reduce both overall costs and variability. Hence, Management
of hazards can constitute a highly effective risk management tool.

SELF ASSESSMENT EXERCISE 3

What are the forms of hazards in relation to risk?

3.4 UNCERTAINTIES IN BUSINESS OPERATIONS

There are some uncertainties in the environment of all business entities that make their
operations generally risky. Such threats to business operations are identified and discuss
below.

1. Political

This involves issues such as guerilla war against the state, revolution, changes in
government (through elections or coup d’ etat), and political turmoil.

2. Government Policy

This refers to issues such as fiscal and monetary reforms, price controls, trade
restrictions, nationalization, economic regulation, barriers to earnings repatriation, etc.

3. Macroeconomic

This is in areas such as inflationary trend, changes in relative prices, fluctuation in foreign
exchange rates, and depreciation in terms of trade, etc.

4. Socio-cultural

This is in areas such as changing social concerns, social unrest, riots, demonstrations,
terrorist attacks, militant movement, social dissension, etc.

5. Geographical

This is in areas such as variation in rainfall, change in climatic conditions, and problems
of drought and desertification.

6. Input Market

This is in areas such as uncertainty in quality of supplies, shifts in market supply,
changes in prices of supplies, inordinate behavior of suppliers, etc.
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7. Product Market

This concerns changes in consumer tastes, availability of close substitutes, scarcity of
complimentary goods, changes in prices of substitutes, etc.

8. Competition

This concerns rivalry among existing competitors, new entrants, technological uncertainty
in relation to product innovations and process innovations.

9. Operations

This concerns input supply uncertainty, raw material shortage, quality changes, spare
parts restrictions, machine failures, power failure, production disruptions, etc.

10. Liability

This concerns product liability, liability to the community as a result of pollution, liability
to employees resulting from industrial accidents, liability to other people because of
damages to their property, etc.

4.0 CONCLUSION

You have appreciated from the discussion in this study unit that risk can be caused by
various factors. Some of these factors that can impact negatively on the operations of
business entities are embedded in the activities of the companies while some other ones
are associated with outside environment. There are factors which can aggravate the
occurrence of risk in the operations of business entities, which as identified include perils
and hazards that their activities are exposed to.

5.0 SUMMARY
In this study unit, topics covered include the following:

Some Causes of Risk

Perils in Business Operations
Hazards in Business Operations
Uncertainties in Business Operations

In the next unit, you will be taken through the discussion on the scope and benefits of
risk management

6.0 TUTOR-MARKED ASSIGNMENT

Mention and explain the uncertainties in the environment of all business entities that
make their operations generally risky.
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Solution to Self Assessment Exercises
SAE 1:

Some causes of risk in business operations include the following.
i) Inadequate Cash Flow

This arises when the management or business owner does not monitor closely the
expenses and accounting records of the operations. ii) Labour Unrest

Labour problem can precipitate risk in the operations of a business entity. The labour
unrest can take the form of strike, stoppage, work to rule, and picketing, among others.
iii) Weak Internal Controls

When corporate entities do not have sound financial and accounting policies, the result

is weak internal control that leads to loss of revenue, weak cash flow, frauds,
embezzlement, and other related problems.

iv) Weak Corporate Governance

The absence of good governance in the operations of an entity leads to fraudulent
practices, embezzlements, bad debts, illiquidity, and financial distress, etc. v) Investment
in Risky Ventures

Funds invested in risky ventures such as speculative business would become difficult to
recover such funds in the event that the business goes awry. vi) Operations in Volatile
Environment

Investment and operations in politically unstable environment can lead to the loss of
funds and at times the whole investment will be wiped off by socio-political uprising. vii)
Poor Planning

Poor planning can lead to what is called one-dimensional thinking which can lead to the
risk of sinking the operations of the business.

SAE 2:
Forms of peril in relation to risk include the following:

fire,

automobile accidents,
thefts,

earthquakes,
windstorms,

flood, and

illness, etc.
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SAE 3:

Forms of hazards in relation to risk include the following:
e location,

e structure,

e construction,

e Occupancy,

e security protection,
e exposure,

e dishonesty,

e insanity,

e carelessness,

e indifference.
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1.0 INTRODUCTION

Risk management is very significant to the operations of any business entity due to the
grave consequences that the occurrence of risk portends. It implies that for a business
organization to be rest assured of the achievement of its objectives besides survival and
growth, risk management becomes imperative. In this study unit, we shall discuss the
nature, scope and benefits of risk management.

2.0 OBJECTIVES
At the end of this unit, you should be able to:

e explain the realm of risk management
discuss the nature of risk management
explain the scope of risk management
discuss the importance of risk management
identify the benefits of risk management
explain risk communication
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3.0 MAIN CONTENT

3.1 REALM OF RISK MANAGEMENT

The operations of business entities involve taking risks, tackling problems and utilizing
resources with minimum friction in order to achieve optimal results in terms of returns on
investment. The interplay of the key variables such as ‘taking risk’, tackling problems,
‘utilizing resources’, ‘minimum friction’, and ‘optimal result’ involves are interactions of
human and material resources and the external forces. (Ogunlana, 1995).

Such external forces confronting the corporate entities include the general economic
situation, local competition and the international environment. These interactions
engender friction, generate problems and above all, taking of risks on the part of the
management. Hence, the ability to overcome the effects of the resulting friction, tackling
the problems arising and combating the inherent risks, makes all the difference in the
return to operations as achieved by a business enterprise. (Ogunlana, 1995).

There are varied views regarding what management of risk entails. Such views are
posited based on various considerations like the leanings, knowledge and experience of
managers.

According to the insurance manager, risk management involves the practice of examining
the cost-effectiveness of insurance protection. In the perspective of the production
manager, risk management may represent a technique for coping with effects of
changes. In the case of the cost accountant, risk management may be regarded as a
method of arranging self insurance.

The opinions of other people connected to risk management such as loss control and
accident prevention officer within an organization will differ from the views highlighted
above. According to Ogunlana (1995), risk management is not safety audit; it is not self
insurance; it is not accident prevention; it is not loss control. It is a combination of all
these factors and many more.

Risk management also encompasses the political, technical, marketing and labour
aspects of risk. As opined by Ogunlana (1995), risk management can be described as
“the identification, measurement, and economic control of risk that threaten the assets
and earning of a business or enterprise”.

In the same vein, Bickelhaupt (1974) posited that risk management involves a
management process aimed at ‘the effective reduction of the adverse effects of risk'.
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Harold (1987) observes that risk management can also be described as ‘the process by
which any unexpected loss contingency is managed'.

From above, and in broad terms, risk management can be related to a mechanism which
embraces planning, organizing, evaluating and controlling resources and operational
activities of business for effective reduction or elimination of risk or the adverse effects of
risks. Since human beings are mere mortals, risk management can also apply to their
lives.

SELF ASSESSMENT EXERCISE 1

Highlight the various views on the meaning of risk management.

3.2 NATURE OF RISK MANAGEMENT

The environment and operations of business organizations are characterized by
upheavals and uncertainties to the extent that such odds may and could hinder or
prevent the business entities from achieving their predetermined objectives.

Inherent in grave environmental dynamics of business entities is the fact that they are
not predictable. Since they are shrouded in uncertainty which aggravates the occurrence
of risk, they elicit the concern of the business world generally.

In broad based perspective, risk management is said to embrace all the techniques or
strategies involved in reducing or minimizing the impact of uncertain loss or events that
aggravate risk.

This is imperative towards sustaining the survival of business entities as well as
enhancing the achievement of their corporate goals or objectives. It is, therefore,
imperative that corporate organizations should take appropriate measures towards
handling environmental and operational risks.

Risk management is viewed as a multi-disciplinary function. Hence, it is all embracing in
the explicit or implicit actions taken by house wives, farmers, and artisans to the
corporate managers. Such actions involve consciously putting a risk management process
in place to mitigate disasters such injuries, incapacitation, and even death.

For instance, a mother who is safety conscious can dissuade her restless baby from
engaging in a potentially harmful play in order to protect the baby from harm. This
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involves management of risk. An individual can also observe the traditional methods of
managing risk like staying at home after dark, walking along well-lit streets at night thus
avoiding dark alleys. (Wilcox, 1996).

Relatedly, as observed by Soludo (2006), in recent times, approaches to risk have
apparently changed across organizations. This involves the recognition by many business
leaders that risks are no longer mere hazards to be avoided but they also, in many cases,
constitute opportunities to be embraced. Soludo (2006) cited the chief risk officer of
Royal Bank of Canada who observed that, “risk itself is not bad. What is bad is risk that is
mismanaged, misunderstood, mispriced, or unintended”.

Basically therefore, risk management transcends:

e the traditional method of risk mitigation by means of controls to limit exposure
problems;

e using risk portfolio optimization through determination of the organization’s risk
appetite and capacity against risks across the enterprise; and

e seizing opportunities within some defined parameters by organizations and
capitalizing on the rewards that result.

Hence, risk management is being viewed as a strategic task in organizational operations
that requires the attention of well trained professionals that can handle all forms of risks.

SELF ASSESSMENT EXERCISE 2

Give reasons which necessitate risk management.

3.3 SCOPE OF RISK MANAGEMENT

There are mainly two schools of thought which have emerged in relation to the scope of
risk management. The first school of thought posits that risk management is applicable
only to pure risks. The second school of thought holds the view that risk management
transcends the realm of pure risk. Hence, this school of thought recognizes that risk
management encircles both pure risk and speculative risk.

Some writers’ and practitioners take a far narrower perception on the need for risk
management. Their views border on restricted form which embraces little more than
formulation and administration of insurance programmes for dealing with pure risks.
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The logical inference from above is that a firm’s insurance manager may be responsible
for executing the insurance programmes decided by top management such as buying of
insurance policy and handling of claims. On the other hand, a risk manager would have
the responsibility of identifying and analyzing risks and advising management on the
appropriate insurance programmes. (Chattered Insurance Institute, 1985).

The consensus among authorities is that risk management transcends just pure risk
management, but it includes speculative risk. Describing the scope of risk management
becomes difficult partly because in practice, the role ascribed to the risk manager is
limited to handling certain aspects of the risk management process.

Besides the controversy on whether risk management encompasses business
(speculative) risk and pure risk, there are other considerations.

Basically, the management of pure risk involves two broad areas: physical and financial
controls and cost organizations confine the authority of the risk manager to the area of
financial control.

According to the Chartered Insurance Institute (1985), there is little room for argument
about the applicability of risk management concepts and principles to all types of risk.
Marketing, production, financial and other business risks need to be identified, quantified,
and controlled in just the same way as pure risk can be managed. Nevertheless, in
practical terms, each type of business risk involves the use of very different areas of
knowledge and skills, and every large organization makes use of professional staff to deal
with those risks as part of their specialist management functions.

An individual cannot possess the breadth of knowledge and skill with which to assume
responsibility for controlling and advising top management on every type of risk.
However, risk handling decisions are not be undertaken on different bases in the various
parts of an organization.

The top management should see to it that there is an agreed risk policy that deals with
issues such as loss tolerance limits which is incorporated in the overall corporate plan.

SELF ASSESSMENT EXERCISE 3

Differentiate between the responsibilities of insurance manager and risk manager.
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3.4 IMPORTANCE AND BENEFITS OF RISK MANAGEMENT

3.4.1 Importance of Risks Management
According to Kpodo (1989), risk management is critical in a developing economy. There

are obvious reasons which inform this view. Such reasons advanced by Kpodo are
discussed below.

One: the reason is purely on economic grounds. The financial waste caused by risk is
considerable. For example, there is the fire waste, employer’s and public liability losses,
motor accidents and host of loss producing incidents.

It is comparatively simple to calculate the quantum of funds being spent on each of these
incidents through claim payments or losses financed directly by corporate entities.
However, what is more difficult to determine is the overall economic waste.

Industrial accident resulting in payment of employer’s liability claim can also involves lost
production time, possible need for retraining, dampening of workers’ morale, and
possibility of lost time by other workers for attending to hearings. Therefore, the totality
of wastes goes beyond the claim figure.

Two: risk management is imperative towards minimizing the social consequences of risk.
For instance, there is the significant need to adopt risk management in order to guide
against untold hardships that dependents suffer when a worker loses his life is disabled
as a result of industrial accident.

The view is that by instituting risk management, corporate entities are invariably
protecting the family system since difficulties occasioned by the death or disability of
breadwinners may lead to the breakdown of the basic unit of society.

3.4.2 Benefits of Risk Management

According to Kpodo (1989), the inherent benefits of risk management to developing
economies can be analyzed as follows:

1. The Business Entities
i) An effective risk management strategy does help to improve effective use of capital.

ii) It would reduce long term production cost and improving the price competitiveness of
a company’s products or services.

iii) Reduction in the cost of insurance;
iv) Improved credit status of the business; and
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v) Reducing the effect of disasters, e.g., fire, storm, etc, that would be potentially
crippling to the enterprise.

2. The National Economy

i) The benefits accruing to the various business entities would invariably enhance the
positive development of the national economy.

ii) The benefit of improving the competitiveness of domestic product in relation to those
of industrialized countries would ensure a positive balance of payment position of the
economy.

iii) The tremendous earnings of foreign exchange would accrue from the exports of the
economy, and thereby reduce its dependence on foreign goods.

iv) Efficient risk management would reduce wastage in relation to damage and
destruction of plants and equipment.

v) It allows for conserving foreign exchange which would have been spent on plants,
machinery and equipment for their replacement as a result of damage.

vi) The domestic insurance industry will be able to redirect its capacity to potentially
large losses as against paying for smaller losses.

3. The Individual Workers

i) The entrenchment of safety regulation in risk management would reduce industrial and
work related injuries and illnesses.

ii) Risk management would result in higher productivity of the work force because of the
reduction of industrial tension, and the provision of conducive working environment.

i) Higher productivity of the work force will in turn increase the gross national product
of the economy.

iv) The individual workers are guaranteed a tranquility of mind and his needs, wants and

aspirations because pains, sickness, injury and property loss associated with
operational risks are reduced to bearable limits.
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3.5 RISK COMMUNICATION

Risk communication (Covello and Allen, 1988) is a complex task which calls for the
involvement and collaboration of the public with organization in management of risk
crisis.

There are some problems inherent in risk communication such as how to:

reach the intended audience;

make the risk comprehensible and relatable to other risks;

pay appropriate respect to the audience's values related to the risk; and
predict the audience's response to the communication, etc.

A main goal of risk communication is to enhance collective and individual decision making
concerning risks. Risk communication is somewhat related to crisis communication.

According to Covello and Allen (1988), the seven cardinal rules for the practice of risk
communication are highlighted below.

o Accept and involve the public and other stakeholders such as consumers as
legitimate partners.

« Plan carefully and evaluate your efforts with a focus on your strengths,
weaknesses, opportunities, and threats.

« Listen to the public's specific concerns.

« Be honest, frank, and open.

« Coordinate and collaborate with other credible sources.

o Meet the needs of the media.

o Speak clearly and with compassion.

SELF ASSESSMENT EXERCISE 3

What are the seven cardinal rules for the practice of risk communication?

4.0 CONCLUSION

From the discussion in this study unit, you have understood that risk management refers
to a mechanism which incorporates planning, organizing, evaluating and controlling
resources and operational activities of business for effective reduction or
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elimination of risk or the adverse effects of risks. It involves the management of both
pure risk and speculative risk. As you have appreciated from the discussion, risk
management involves using risk portfolio optimization against risks across the enterprise,
and seizing opportunities within some defined parameters by organizations and
capitalizing on the rewards that result. Hence, risk management is very critical to
organizations.

5.0 SUMMARY

In this study unit, topics covered include the following:

Realm of Risk Management
Nature of Risk Management
Scope of Risk Management
Importance of Risk Management
Benefits of Risk Management
Risk Communication

In the next unit, you will be taken through the discussion on the process of risk
management.

6.0 TUTOR-MARKED ASSIGNMENT
What are the benefits of risk management to the organization?

Solution to Self Assessment Exercises

SAE 1:

To the insurance manager: risk management involves the practice of examining the cost-
effectiveness of insurance protection.

To the production manager: risk management may represent a technique for coping with
effects of changes.

To the cost accountant: risk management may be regarded as a method of arranging self
insurance.

SAE 2:
Reasons which necessitate risk management include the following.

70



i) The environment and operations of business organizations are characterized
by upheavals and uncertainties.

i) To guide against operational odds that could prevent the business entities
from achieving their predetermined objectives.

iii) Grave environmental dynamics of business are shrouded in uncertainty which
aggravates the occurrence of risk. Therefore, they elicit the concern of the
business world generally.

iv) Risk management is necessary for minimizing the impact of uncertain loss or
events that aggravate risk in business.

V) It is critical towards sustaining the survival of business entities and enhancing
the achievement of their corporate goals or objectives.

Vi) Risk management is imperative towards mitigating disasters such injuries,
incapacitation, and even death.

vii)  Risk management calls for adopting for risk mitigation by means of controls to
limit exposure problems.

viii)  Risk management involves using risk portfolio optimization on organization’s
risk appetite and capacity against risks across the enterprise.

iX) Risk management also involves seizing opportunities within some defined
parameters by organizations and capitalizing on the rewards that result.

X) Risk management is also necessary towards recognizing it as a strategic task in
organizational operations and use of professionals to handle all forms of risks.

SAE 3:

On one hand, insurance manager may be responsible for executing the insurance
programmes decided by top management such as buying of insurance policy and
handling of claims.

On the other hand, a risk manager would have the responsibility of identifying and
analyzing risks and advising management on the appropriate insurance programmes.
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1.0 INTRODUCTION

The management of risk involves a process which is indicative of the fact such task is
normally taken by corporate entities in a well defined manner in order to ensure that the
end result is in their best interest. This is in view of the fact that the essence of risk
management calls actions such as assessing the nature of risk exposure, types of
operational risk confronting an organization, and above all, determining the appropriate
strategies with which to manage them. This study unit is, therefore, used to discuss the
necessary process of risk management.

2.0 OBJECTIVE
At the end of this unit, you should be able to:
e discuss the risk management process
e identify principles of risk management
e identify & explain components of risk management process

e mention & explain components of different approach to risk management
process
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e discuss the administration of risk management process
e explain the monitoring & review of risk management process

3.0 MAIN CONTENT

3.1 PROCESS & PRINCIPLES OF RISK MANAGEMENT

3.1.1 THE PROCESS OF RISK MANAGEMENT

The management of risk involves a process which means that it goes through some
logical steps. The process, according to Kpodo (1989), requires for identification of the
threats of operational risk, analysis of such threats, and above all, formulation of
appropriate policy for efficient management of the identified threats, among others.

Hence, the process of risk management involves considerations such as the following:

Identification

Evaluation

Measurement and Treatment

Administration of Risk Management Process, and
Monitoring and Reviewing of The Process

The discussion of the above considerations is as portrayed below. The discussion is very
essential towards full grasp of the concepts involved in the process of risk management.

3.1.2 PRINCIPLES OF RISK MANAGEMENT

There are some fundamental principles which are imperative towards effective risk
management. Such principles are as stated below.

Risk management should:

» create value for the operations of an organization;

o be an integral part of organizational processes;

» be part of decision making;

« explicitly address uncertainty and assumptions;

o be systematic and structured;

» be based on the best available information;

« be tailored along with the needs of the organization;
« take into account human factors;
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o be transparent and inclusive;
« be dynamic, iterative and responsive to change; and
o be capable of continual improvement and enhancement.

The risk managers in all corporate entities are normally pre-occupied in ensuring that the
above principles are adhered to in the process of managing risk exposures of their
organizations.

3.2 BASIC CONSIDERATIONS IN RISK MANAGEMENT

3.2.1 Risk Identification

Williams, Smith and Young (1995) posit that risk identification involves the process by
which an organization systematically and continuously identifies risks and uncertainties in
its operations. Such identification actions by the organization are focused on generating
relevant information on sources of risk, hazards, risk factors, perils and exposure to loss.

In order to properly recognize the operational risks of an organization, there is the need
for those in charge to have:

e a thorough knowledge of the organization,

e the market in which it operates,

e the legal, social, economic, political and climatic environment in which it does its
business,

e its financial strengths and weaknesses,

e its vulnerability to unplanned losses,

e the manufacturing processes, and

o the management systems and business mechanism by which it operates.

The Chartered Insurance Institute (1985) succinctly observes that the consideration of
risk identification forms the foundation upon which the task of risk management is based.

SELF ASSESSMENT EXERCISE 1

Mention the necessary considerations in risk identification.
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3.2.2 Risk Evaluation/Measurement

The next consideration in the process of risk management is the evaluation of risk and,
by extension, the measurement of its impact on the operations of the firm.

According to Kpodo (1989), risk evaluation involves generating very accurate records of
past events in order that decisions which will be taken in the future are made on the
basis of sound statistics.

The rationale which informs the evaluation of risk is to ensure that the company
concerned does not expend too much money on controlling a risk, which may not likely
to cost a great deal should it eventually.

Factors to be considered for a systematic procedure in the evaluation of risk in relation to
the basic aspects of the operational risk include:

e The probability of a loss occurring or the frequency of loss;
e The severity of the loss; and possibly
e The maximum possible (probable) loss.

SELF ASSESSMENT EXERCISE 2

Differentiate between risk identification and risk evaluation.

3.2.3 Treatment of Risk

The twin considerations of identification of risk and its evaluation may be regarded or
termed as risk analysis. This is indicative of the fact that both risk identification and
evaluation are diagnostic in nature.

In logical terms, the next step or consideration, therefore, is prescriptive in terms of the
likely antidotes that may be amenable in handling the operational risks identified and
evaluated. This logical step portrays the whole essence of risk treatment.

3.3 Different Approach to Risk Management

Alternatively there are different steps which are in use in terms of the process of risk
management. Such different process involves considerations such as:

e Risk Assessment/Analysis.
e Risk Control, and
e Risk Financing.

76



These steps are actually derived from those ones identified and discussed above. It
means that the earlier considerations can collapsed into these three steps.

3.3.1 Risk Assessment/Analysis

According to Williams, Smith and Young (1995), this consideration involves engaging in
those activities that enable the risk manager to identify, evaluate and measure risk and
uncertainty and their potential impact on the organization.

Generally, risk assessment is the most basic activity that is being undertaken by the risk
manager. The assessment of risk involves actions such as the identification of risks, the
analysis of hazards and outcomes, and the measurement of risk.

The basic objectives of risk analysis, as posited by Kaye (2001), are twin fold and these
include reasons such as identifying and quantifying the threats that may cause damage
or loss to an organization, its responsibilities and its objectives.

Kaye (2001) observes that it will be essential that as prelude to the analysis of risk
exposure, the following broad objectives should be kept in by those concerned.

Such basic and necessary objectives which have borne in mind are as follows:

o Identify risk;
e Measure risk carried against the risk levels that are acceptable to the organization;

e Assist in presenting risk concepts clearly and in a consistent style;

e Support decision taking about spending and other actions that may be needed to
reduce the risk to the acceptable level;

e Assess both the operational, and the cost effectiveness, of any existing risk
management measures that are in place;

e Encourage good decisions about any contingency planning that may be needed;

e Raise management awareness and the depth of understanding of the exposures
that are being carried.

The above considerations are imperative in terms of assisting managers in routine and
effective management of the organization. Above all, it is also necessary in order to help
the managers in demonstrating to the stakeholders that they are effectively in control of
organizational operations.

3.3.2 Risk Control

Risk control is a function that is instituted to ensure effective management of risk. Such
function involves establishing the relevant measures which to ensure avoiding,
eliminating or reducing the chance of loss producing events occurring.
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It is also involves measures which are aimed at limiting the severity of the losses
inherent in risk. The essence involves seeking to alter the conditions that bring about loss
producing events or those conditions that can increase their severity.

Fundamentally, the function of risk control concerns using some methods in treating.
Such methods are risk avoidance, and risk reduction as well as risks education, loss
prevention and loss minimization.

3.3.3 Risk Financing

Risk financing is fundamentally the approach which involves the manner in which the
outstanding risks are handled after the risk control measures have been implemented.

The fundamental object of risk financing is to spread the cost of risks more evenly over
time. This is aimed at reducing the financing burden and possible insolvency that may be
caused by random occurrence of large losses in organizational operations.

It has been argued that it is also possible to minimize the costs of risk through effective
risks financing method. Basically, risk financing involves the use of two main strategies
such as risk retention and risk transfer.

The following ways can be used to implement the risk financing approach to risk
management.

e By charging losses as they occur against current operating costs;

e Through prior (ex ante) provision for losses arranged either through the purchase
of insurance or though the creation of a contingency fund to which loses can be
charged; and

e Financing losses as they occur by obtaining loans from financial houses which may
be repaid over some months or years.

The use of any risk management in terms of risk financing strategy depends on:

e management’s perception of the probability;
e severity of a potential loss-producing event; and
o the financial strength of the organization.

SELF ASSESSMENT EXERCISE 2

Mention and explain the considerations involved in different approach to risk
management process.
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3.4 ADMINISTRATION OF RISK MANAGEMENT PROCESS

A sustainable and efficient risk management scheme or programme calls for a reliable
administrative system. This because having a risk management mechanism is not enough
but it has to be installed and used on a continuous basis by the organizations, as
opposed to an ad-hoc arrangement. (Kpodo, 1989).

The management of risk is very strategic to the operations of any corporate entity
because careless neglect of such function can spell calamitous consequences for the
organization. Hence, no organization, particularly the business entity, can afford to toy
with the issue of risk management in its operations.

Basically, risk management as a strategic aspect of operations has assumed an important
consideration in hierarchy consideration. Hence, risk management is now a separate
specialist area of management which has led to the employment of risk managers in the
operations of corporate entities.

The presence of risk managers in the scheme of things has thus necessitated according
them appropriate pride of place in the management structure of an increasing number of
companies.

By implication, therefore, every risk manager in corporate organization is charged with
the appropriate responsibilities of administering organization’s risk management
programme.

3.5 MONITORING & REVIEW OF RISK MANAGEMENT PROCESS

There are logical considerations or which must be taken into account regardless of the
techniques that may be employed at each stage, or the eventual form of the risk
handling arrangements in an organization.

Therefore, every risk management programme must proceed according to such logical
sequence of events in order for an efficient and enduring effective of the system.

Such logical sequence of events for efficient management of risk is imperative towards
proper monitoring and review of the risk management process.

The following considerations constitute the sequential flow of such logical events to be
considered in monitoring of risk management process.

i) All exposures to risk must be identified
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ii) All exposures need to be evaluated according to cause and effect, the aim being to
quantify probabilities and severities;

iii) The possibility of avoiding or eliminating any of the risks should be investigated, and if
feasible the appropriate steps should be taken;

iv) In the case of other risks, risk reduction measures need to be explored and
implemented;

V) The residual risks need to be evaluated so that decisions can be taken about the best
methods of financing them; and finally

vi) The results of the whole programme need to be monitored and regularly reviewed in
the light of prevailing conditions.

SELF ASSESSMENT EXERCISE 3

What are the considerations for ensuring sequential flow of events to be considered in
monitoring risk management process?

4.0CONCLUSION

Management of risk, as you have understood from the discussion in this study unit,
involves a process executed in a well defined manner in order to ensure the best interest
of organizations. Hence, in risk management certain actions are taken to assess the
nature of risk exposure, types of operational risk confronting an organization, and also to
determine the appropriate strategies with which to manage them. In essence, risk
management calls for actions such as risk identification, risk evaluation/measurement,
treatment of risk, risk control, and risk financing. In addition, organizations also ensure
that the risk process is monitored and review on periodic basis towards achieving desired
result.

5.0 SUMMARY

In this study unit, topics covered include the following:

The Process of Risk Management
Principles of Risk Management
Risk Identification

Risk Evaluation/Measurement
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Treatment of Risk

Risk Control

Risk Financing

Administration of Risk Management Process
Monitoring & Review of Risk Management Process

In the next unit, you will be taken through the discussion on methods of risk
management.

6.0 TUTOR-MARKED ASSIGNMENT

Explain these terms: Risk Identification, Risk Measurement, Risk Treatment, Risk Control,
and Risk Financing.

Solution to Self Assessment Exercises
SAE 1:
The necessary considerations in risk identification are as highlighted below.

e a thorough knowledge of the organization,

e the market in which a company operates,

e the legal, social, economic, political and climatic environment in which a company
does its business,

e its financial strengths and weaknesses,

e its vulnerability to unplanned losses,

e the manufacturing processes, and

e the management system